C-Prot Cyber Security Kiosk

Designed as a digital security officer that monitors portable media devices.

Top Features

Anti-Malware
It provides multi-layered protection to prevent and
neutralise viruses and malware.

Full Control with Security Policies

You can monitor the behaviour of removable
media devices by defining customisable policies
through the management console.

Sectors Used

Critical Infrastructure:

It is placed at critical points of energy companies and
infrastructure providers to protect organisations against
cyber threats.

Government:

It can be deployed at critical points in governments,
defence ministries and public institutions to protect
against cyber threats.

Defense Industry:

It scans all kinds of portable devices (USB drives, external
discs, smartphones, etc.) of employees working in critical
infrastructures such as defense industry and detects
potential threats.
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Easy-to-Use Web Management Panel

C-Prot Remote Administrator offers you a practical
management experience with its easy-to-use
management feature.

Detailed Report

You can easily view scan reports of removable
media devices from the kiosk or management
console.

Finance:

It is placed at the entrances of banks and financial
institutions, allowing them to securely protect their
customers' financial information.

Transportation:

It can be used to provide protection against cyber
threats by placing it at critical points of organisations
operating in the fields of airlines, railways, ports and
highways.

Telecommunications:

It provides protection against cyber threats that may
come through portable media devices by placing them
at critical points of organisations such as telecommuni-
cation companies and internet service providers.



CYBER SECURITY KIOSK

C-Prot Cyber Security Kiosk is designed as a digital security guard-that inspects devices for
malware, vulnerabilities and sensitive data. C-Prot Cyber Security Kiosk is a powerful security
solution that supports your company or organisation’s digital security strategy. It audits the use
of removable media devices, detects security vulnerabilities, and protects your organisation
against potential threats by blocking malware.

Automated Threat Removal and Quarantine
C-Prot Cyber Security Kiosk automatically cleans or quarantines threats and malicious files detected
during scanning.

Central Management Console
Manage all your endpoints from anywhere with C-Prot Remote Administrator, which can be used as
cloud-based or On-prem.

Supported Media Devices
Supports portable media types such as USB, Type-C, CD, DVD, Blu-Ray, Card Reader, SD Card.

Trusted Media Device

Only removable media devices that have been pre-determined and verified as secure may be used within
the organization. In this way, access of unknown or potentially threatening removable media devices to the
corporate network is prevented.

Preferred Solution
In various industries such as finance, healthcare, education and government, C-Prot Cyber Security Kiosk is
preferred as a reliable solution for securing removable media.

Customize
Customizable options are offered regarding the user interface and language options in line with user needs.
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Technical Support

You can send your 24/7 online support requests to support@c-prot.com support mail address.

C-Prot will continue to keep you safe in the digital world @ C-Prot
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with the best endpoint protection products.
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Known more at https:/www.c-prot.com




