
Zecurion DLP 12.0 

What’s new?

Presales Team



New system capabilities in 12.0 DLP release
• Core features and capabilities:

– New DCAP crawler module for endpoint and File Server analysis (+ MS Active Directory)
– Web traffic blockage in web browser on API level without having MITM tools (ZSSL tool) 
– WhatsApp, Telegram and MS Teams blockage options on endpoint using Traffic Control agent
– Speech-to-text convert option for captured audio files
– New data classification displayed tools
– Alarm messages pushing option via Telegram

• Report module web console improvements:
– Reports management improvements, new controls, new types of reports, tools and options + Dark 

& Black Themes in GUI interface
– New ACL settings for operators and admins (new entities, OU usage)
– DCAP features and deep file changes analysis log for employees
– Alarm messages pushing option for Admins via Telegram
– New export features for the reports and logs using XLS and customizable PDFs

• DLP Policy server web console improvements:
– New policy GUI interface  
– Policy management improvements, new controls, tools and options (tags, new channels etc)
– New features and visualization in DLP policy server web console
– Alarm messages pushing option for Admins via Telegram


	Slide 1
	Slide 2

